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Discussion
In last SA2 meeting #135 a new key issue was introduced “Mapping of NWDAF use cases to NFs and identify actions that could be taken based on NWDAF analytics and predictions”.
In this Key issue following were proposed to be studied:

· Study whether triggers at the NF for requesting analytics needs to be defined

· Study whether there is need to further define NF usage of statistics and predictions, provided by NWDAF.

· Identify whether any further functional enhancement or exchange of additional parameters are required for NF interaction with NWDAF 

This contribution deals with the first and second items.

Trigger for Analytics request/subscription
Following is a discussion on whether triggers at the NF for requesting analytics needs to be defined.
The writing company of this contribution is behind clarifying in what internal decision or procedures analytics from NWDAF may be taken into account. A good way of doing this is by following the example below taken from 6.3.3.3 Selection of an UPF for a particular PDU Session in TS 23.501. 
The following parameter(s) and information may be considered by the SMF for UPF selection and re-selection:
-
UPF's dynamic load.

-
Analytics (i.e. statistics or predictions) for UPF load as received from NWDAF (see TS 23.288 [86]), if NWDAF is deployed.

-
UPF's relative static capacity among UPFs supporting the same DNN.

-
UPF location available at the SMF.

-
UE location information.

-
Analytics (i.e. statistics or predictions) for UE's mobility as received from NWDAF (see TS 23.288 [86]), if NWDAF is deployed.

-
Capability of the UPF and the functionality required for the particular UE session: An appropriate UPF can be selected by matching the functionality and features required for an UE.

-
Data Network Name (DNN).

-
PDU Session Type (i.e. IPv4, IPv6, IPv4v6, Ethernet Type or Unstructured Type) and if applicable, the static IP address/prefix.

-
SSC mode selected for the PDU Session.

-
UE subscription profile in UDM.

-
DNAI as included in the PCC Rules and described in clause 5.6.7.

-
Local operator policies.

-
S-NSSAI.

-
Access technology being used by the UE.

-
Information related to user plane topology and user plane terminations, that may be deduced from:

-
5G-AN-provided identities (e.g. CellID, TAI), available UPF(s) and DNAI(s);

-
Identifiers (i.e. FQDN or IP address) of N3 terminations provided by a W-AGF or a TNGF;

-
Information regarding the user plane interfaces of UPF(s). This information may be acquired by the SMF using N4;

-
Information regarding the N3 User Plane termination(s) of the AN serving the UE. This may be deduced from 5G-AN-provided identities (e.g. CellID, TAI);

-
Information regarding the N9 User Plane termination(s) of UPF(s) if needed;

-
Information regarding the User plane termination(s) corresponding to DNAI(s).

-
RSN when redundant handling is applicable.

-
Information regarding the ATSSS Steering Capability of the UE session (ATSSS-LL capability, MPTCP capability, or both).

-
Support for UPF allocation of IP address/prefix.

-
Support for High latency communication (see clause 5.31.8).

NOTE:
How the SMF determines information about the user plane network topology from information listed above, and what information is considered by the SMF, is based on operator configuration.

---End of copied text---
The above decision is part of the application logic of the SMF. 

As an example, following text describes how NWDAF service may be used for the UPF selection.

From the text above it is clear that the analytics from NWDAF needs to available for SMF when it is about to select the UPF. Some analytics are related to the network (NFs, slices, etc.) and its behaviour. This type of analytics varies rather slow over time such as the UPF load. Usually this type of analytics is not immense.
Other are related to per UE, such as the UE's mobility. 

The analytics that are related to the network behaviour is normally suited to be received in advance of the decision. And this is true for the example above, so the suggestion is for the example above to have this type of analytics to be received via a Subscription/Notify. Since the signalling from this type of analytics is assumed to be rather low, the trigger for these analytics can be configured to happen when a NF is starting-up its services. 
The analytics that are related to per UE may be received via a Subscription/Notify. In the example above it is suited to be received via a Request/Response at the time the decision is to be made. 
To complete the solution, the analysis that has been done for the above example is needed to be done per use case.
NF usage of analytics

Following is a discussion on the need to further define NF usage of statistics and predictions, provided by NWDAF.
The Analytics from NWDAF is requested by the NF. The analytics is to augment the NF application logic. And as seen in the example above the analytics from NWDAF is one source of input for decisions in the NFs. The NWDAF is not aware of the application logic so cannot give analytics that replaces the NF application logic, and the intention is neither to do so. Observe that the usage of NWDAF analytics is configured in the NFs.
For the example above the NF usage of statistics and predictions is already described, and is part of the input for decisions in the application logic. This is seen as a good example for how to document the NF usage of statistics and predictions, provided by NWDAF.

Analytics have a probability assertion/confidence value and this must be taken into account when an NF evaluates the analytics. How to handle analytics with low confidence is not specified. Therefore, NF’s use of NWDAF notifications should not be mandated. And it is suggested that the use is configured.
Analytics may be either statistics or predictions. To clarify how a NF may use these it is suggested to have a configurable Default value per analytics request/subscription. The Default value is then either statistics or prediction.
*** Start of changes (All new text) ***
6.x
Solution for Key Issue 3: Mapping of NWDAF use cases to NFs and identify actions that could be taken based on NWDAF analytics and predictions
6.x.1
Description
The Analytics from NWDAF is requested by the NF. The analytics is to augment the NF application logic. And usually the analytics from NWDAF is one source of input for decisions in the NFs. The NWDAF is not aware of the application logic so cannot give analytics that replaces the NF application logic, and the intention is neither to do so. Observe that the usage of NWDAF analytics is configured in the NFs.

The NF usage of statistics and predictions is for example already described in TS 23.501 clause “6.3.3.3 Selection of an UPF for a particular PDU Session”, and is part of the input for decisions in the application logic. This is seen as a good example for how to document the NF usage of statistics and predictions, provided by NWDAF.

Analytics have a probability assertion/confidence value and this must be taken into account when an NF evaluates the analytics. How to handle analytics with low confidence is not specified. Therefore, NF’s use of NWDAF notifications should not be mandated. And it is suggested that the use is configured.

Analytics may be either statistics or predictions. To clarify how a NF may use these it is suggested to have a configurable Default value per analytics request/subscription. The Default value is then either statistics or prediction.
Some analytics are related to the network (NFs, slices, etc.) and its behaviour. This type of analytics varies rather slow over time such as the UPF load. Usually this type of analytics is not immense.
Other are related to per UE, such as the UE's mobility. 

To show what is needed to complete the solution an example is used. The example is the UPF selection decision in the SMF. To complete the solution, the analysis that has been done according to this example is needed to be done per use case.

The analytics that are related to network behaviour is normally suited to be received in advance of the decision. And this is true for the UPF selection. So the suggestion for the UPF selection is to have this type of analytics to be received via a Subscription/Notify. Since the signalling from this type of analytics is assumed to be rather low, the trigger for these analytics can be configured to happen when a NF is starting-up its services. 

The analytics that are related to per UE for the UPF selection is suited to be received via a Request/Response at the time the decision is to be made.
Since the analytics used in the UPF selection use case is to predict the load or the mobility of the UE, predictions are to be used.
Analytics (Configured Default value is prediction) for UPF load as received from NWDAF (see TS 23.288 [86]), if NWDAF is deployed. The trigger for this Analytics is done per configuration and the default value is to be done when a NF is starting-up its services (at deployment) as a subscription.

Analytics (Configured Default value is prediction) for UE's mobility as received from NWDAF (see TS 23.288 [86]), if NWDAF is deployed. The trigger for this Analytics is done per configuration and the default value is to be done in conjunction with the decision as a request.
If the SMF shall make use of UE mobility, the data per UE must be available either as analytics from NWDAF or if available from UDM as part of Expected UE Behavior. Either way data need to be available beforehand.
6.x.2
Impacts on Existing Nodes and Functionality

NFs are configured with the appropriate information on for instance what parameters to use in decisions.
Configuration shall have Default values with following combination possibilities:

· Either the trigger for requesting analytics is set to be done when a NF is starting-up its services (at deployment), or the trigger is set to be done in conjunction with the decision.

· Either the analytics is requested or subscribed to.

· Either the analytics is statistics or predictions.
An NF also need to be configured to what degree it shall use analytics with a confidence value.

*** End of changes ***
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